
Open-Ended Working Group on security of and in the use of information and communications 

technologies 2021-2025 

 

Chair’s informal dialogue with interested stakeholders 

 

Thursday, 21 July, 9am -12pm EST (hybrid) 

Conference Room 8 

 

LIST OF STAKEHOLDERS EXPRESSING INTEREST TO INTERVENE 

 

1. Centre for Cybersecurity Policy and Law 

2. Centre for Multilateral Affairs 

3. Hitachi America, Ltd. (In-person) 

4. Bangladesh NGOs Network for Radio and Communication  

5. Centre for Communication Governance, National Law University Delhi 

6. Youth for Privacy (In-person) 

7. Wuhan University School of Law 

8. Jokkolabs Banjul 

9. Digital Agenda for Tanzania Initiative  

10. University of Aarhus 

11. Oxford Institute for Ethics, Law and Armed Conflict 

12. CyberPeace Institute 

13. IGF Best Practice Forum Cybersecurity 

14. University of Yaoundé 

15. KnowBe4 

16. Microsoft (In-person) 

17. Kaspersky 

18. Cybersecurity Tech Accord 

19. Stimson Center 



20.  The Global Forum on Cyber Expertise (In-person) 

21. EuroDIG Supporting Association  

22. Association for Progressive Communications 

23. Kenya ICT Action Network  

24. Research Center of Informatics Industries 

25. Rightel (In-person) 

26. Agah Pardazan Houshmand (Divar) 

27. National Association for International Information Security 

28. Now Avaran Fanavaze 

29. Paris Peace Forum 

30. International Information Security School, Russian Federation 

31. Forum of Incident Response and Security Teams 

32. Third Eye Legal 

33. Centre of Excellence for National Security, S Rajaratnam School of International 

Studies, NTU Singapore (In-person) 

 

34. Farazpajohan 

35. Australian Strategic Policy Institute 

36. Research ICT Africa 

37. Media Institute of Southern Africa- Zimbabwe Chapter 

38. DiploFoundation, Malta 

39. Media Rights Agenda 

40. Developing Capacity  

41. ICT4Peace Foundation 

42. West Africa ICT Action Network (Liberia) 

43. Moscow State Institute of International Relations 


